
BUSINESS CONTEXT

The Client aimed to setup a SOC:

• Design and deployment of the 
Cyber Security Operations 
Centre, (CSOC)

• Deployment of the Cyber 
Response Team, (CRT), portal
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DESIGN, DEPLOYMENT & MANAGEMENT 
OF A SECURITY OPERATIONS CENTER 
FOR A GOVERNMENT ENTITY

CASE STUDY



APPROACH AND SOLUTION

Tech Mahindra catered to the 
client problem as follows: 

• 24x7 Security operation center 
monitoring infrastructure for 
any potential threat 

• SOC is the state-of-the-art 
facility launched to secure 

online services in the state

• 150-seater operations centre
that can be scalable to 200, 
manned 24*7 monitoring
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IMPACT & HIGHLIGHTS

Large Capacity 
to onboard 

multiple 
Government 

entities

SOC framework 
development & 
implementation

Creating the 
next-generation 

cyber force 
through real-

world practice

Executing 
Promotions and 

awareness 
programs
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